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Questions for partners regarding development of the new server…
1.) “Locking” scheme...

a. Do we want to retain the pessimistic locking (area locks)?
The current Hydro server uses a polygon feature class to lock an area to a single transaction.  Subsequent transaction areas cannot overlap an active transaction area.  Although ArcSDE GeoDBs are designed to allow multiple editors in the same geographic area through “versioning”, the process for resolving edits to the same feature (“reconcile, resolve conflicts, post”) involves human interaction to determine who made the “correct” edit.  A locking mechanism eliminates the need to contact the editors and mediate a discussion on which features are going to saved or deleted.
b. Pessimistic locking will be different under disconnected editing.

Under the current server design, a polygon is submitted as a checkout area.  If it does not overlap and existing checkout area, then it is accepted.  Features that fall entirely within the polygon are considered “checked-out” and editable.  Features that are partially within that polygon are not editable but supplied to the editor as reference.
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To avoid any possibility of conflicts, all polygons received by the server would need to be pre-processed to expand the boundary – buffer all intersecting features and union with the submitted polygon. This would result in checkout areas that do not exactly match the polygon submitted by the editor, but it would guarantee that adjoining features be separated by feature that is not editable by either (thus, something stable to snap to).  The buffer distance would be very small (unlike the exaggerated diagram below).
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2.) Security & password protection.

Early testing of the current Clearinghouse server resulted in some comments about the lack of password protection once a transaction ID number was obtained (the system relies heavily on the username “hydroftp” and the password is available in the client AML package).  Could more be done to secure the data transfers without establishing user IDs at the operating system level?

3.) Topology error & error exceptions – use the BLM rules?

The OR/WA BLM transaction environment has established the following guidelines for topology errors and exceptions:


- all data must be validated – no dirty areas


- no topology errors can be submitted


- new topology exceptions must be verified by the administrator and

   tagged with a valid “exception reason” & authorizing steward name

4.) Transaction ID scheme – vary by “theme group”?

To accommodate future “theme groups”, a flexible transaction ID scheme should be developed.

5.) Data extraction (read-only) functionality?

Should the program allow for download via a polygon area-of-interest?

6.) Incorporate a transaction cancel?

The current BLM tools will allow the user to delete a version with the standard ArcMap version manager (a separate Administrator tool cleans the tracking tables of references to that version).  Without login access to the server, a separate process needs to be developed to cancel a version.
This route is editable in a disconnected edit





This route is not editable in the current server











